
Protegiendo los Activos y Asegurando el Futuro Financiero



Comprehensive Cybersecurity Solutions
Advanced Tools and Services for Complete Protection

Locations

11801 Domain Blvd, Austin, TX 78758, United States
Tel. 737 600 2042

Blvd Manuel Ávila Camacho No 118 Col Lomas de Chapultepec 
III Sección CP 11000. Ciudad de México Tel. 55 45 20 55 59

Carrera 7Ma N°156-80 Bogotá, Colombia

- Austin, TX - CDMX

- Bogotá
Villa Alejandro, 1ra Etapa Mz H Lt 20, Lurín, 

Lima, Perú CP 15822

- Lima



“En un entorno cada vez más digital y complejo, las entidades Privadas y  de gobierno en México y 
América Latina enfrentan una variedad de desafíos en ciberseguridad que pueden poner en riesgo 
su operatividad, reputación y finanzas. Desde ciberataques y vulnerabilidades en la infraestructura 

TI hasta la falta de conciencia y capacitación en ciberseguridad”

BSmart Technology se posiciona como un aliado estratégico para ayudar a mitigar estos 
riesgos y proteger los activos de las organizaciones.



2.  El Escenario en Evolución 
de la Ciberseguridad
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Aumento del 29% en ataques de ransomware desde 2021

63% de las Empresas sufrieron ciberataques en 2022 y 2023

71% de las Empresas no están preparadas para enfrentar amenazas 
cibernéticas

DESAFÍOS CIBERNÉTICOS

El Escenario en Evolución 
de la Ciberseguridad

D e s a f í o s  y  A m e n a z a s  p a r a  e l  s e c t o r  P u b l i c o  e n  l a  
A c t u a l i d a d

Pérdidas estimadas de $90 mil millones anuales debido a cibercrimen en 
la región

La región enfrenta un déficit de 3 millones de profesionales en 
ciberseguridad

El 76% de las Empresas luchan con la integración de nuevas tecnologías, lo que 
aumenta la superficie de ataque para posibles ciberataques.



A M E N A Z A S  C I B E R N E T I C A S  I N T E R C O N E C T A D A S

Powered by Desafíos de Ciberseguridad para el sector Publico y Privado
Navegando el Complejo Panorama de Amenazas Cibernéticas

Transformación Digital Acelerada
Las empresas enfrentan desafíos al adaptar sus medidas de seguridad para mantenerse al día con los avances tecnológicos.

Vulnerabilidades del Trabajo Remoto
La creciente dependencia del trabajo remoto expone a las organizaciones a nuevos riesgos de ciberseguridad.

Proliferación de Dispositivos IoT 
El uso generalizado de dispositivos IoT introduce vulnerabilidades que los ciberdelincuentes pueden explotar.

Preocupaciones de Seguridad en la Nube 
Asegurar los entornos en la nube es fundamental debido al potencial de violaciones de datos y accesos no autorizados.

Ataques de Phishing Sofisticados 
Los ciberdelincuentes utilizan técnicas avanzadas para engañar a los usuarios y obtener acceso no autorizado a información sensible.

Amenazas de Ransomware 
Las organizaciones enfrentan el riesgo de pérdidas financieras significativas y violaciones de datos debido a los ataques de ransomware.



Muchas organizaciones no logran desplegar sus inversiones en ciberseguridad de 
manera autónoma al máximo potencial debido a la falta de experiencia. No son capaces de 

realizar configuraciones efectivas ni de optimizar las reglas para que estas soluciones funcionen 
a su máxima capacidad. Además, estas soluciones son muy costosas de operar.



3. Impacto financiero de los 
ciberataques



I M P A C T O  F I N A N C I E R O  

Impacto financiero de los ciberataques
Consecuencias económicas para las empresas en Latinoamérica

Aspecto Valor (USD)

Costo promedio por ataque $2.8 millones (1.2 CD , 1.6 CI)

Tiempo promedio de inactividad 21 días

Pérdida de ingresos 20% anual

Costo de recuperación $1.1 millones en promedio

Multas regulatorias Hasta 4% de ingresos globales
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A N A L I S I S  D E  C O S T O  E  I M P A C T O
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Desafíos de Ciberseguridad para las 

Entidades Gubernamentales
Impactos Financieros y No Financieros
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BSmart Technology está preparado para revolucionar el panorama de la ciberseguridad 
con su conjunto de soluciones Next Generation.

Nos esforzamos por simplificar la complejidad de la ciberseguridad mediante la 
personalización, accesibilidad, precios justos, simplicidad, capacitación y 
concientización, haciendo que sea comprensible para todos. BSmart está preparado 

para brindar una protección integral y robusta, fomentando una cultura de conciencia y 
confianza de manera proactiva."



4.  Plataforma basada en un 
enfoque Holístico

by Bsmart

“protección total con una única plataforma”



Enfoque Holístico en Estrategias de Ciberseguridad

Detección y 
Prevención . 
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Visibilidad de 360° para la protección y toma de decisiones
estratégicas

Obtenga una perspectiva integral de su infraestructura de TI y responda a
las amenazas con una combinación poderosa de expertise humano e
inteligencia artificial.

Maximizar el valor de sus inversiones en seguridad.

Nuestra plataforma, independiente de proveedores, se integra
perfectamente con sus soluciones de seguridad actuales (firewalls,
protección de endpoints, nube, gestión de identidades, correo electrónico,
etc.), permitiendo acciones de seguridad coordinadas y efectivas.

Alcanzar sus objetivos de Gobernanza, Riesgos y
Cumplimiento

(GRC)Confíe en nuestros consultores expertos en seguridad y cumplimiento 
para guiarlo de principio a fin en el cumplimiento de todas sus normativas 
legales y regulatorias.



Implementación 
Holística de 

Ciberseguridad

Monitoreo 
Round the Clock

Postura Agnóstica y 
Accesible

Ciberseguridad as a 
Service

by Bsmart

Mejore sus defensas con una plataforma End to End 
impulsada por IA y dirigida por humanos que 

aborda las amenazas y vulnerabilidades más 
modernas, potentes y complejas impulsando 

mejoras continuas en ciberseguridad

Personalizando soluciones eficientes e Integrándolas 
con la infraestructura existente para maximizar las 
inversiones realizadas anteriormente y 

mejorar la preparación en ciberseguridad sin 
interrupciones . (Cost-effective strategy)

Desmitificando las complejidades de la ciberseguridad para hacerla accesible y 
comprensible para todos .

Acompañamiento paso a paso  por expertos 
en seguridad trabajando con su equipo para 

determinar el mejor curso de acción, tomando 
decisiones estratégicas frente a un entorno 

en evolución de amenazas y vulnerabilidades.

Plataforma única de Monitoreo de la 
Seguridad 24/7 en toda la infraestructura, 

End points, Servers, Dispositivos, Nubes y  
Nubes hibridas. Realizado por plataformas 

Next-Gen basadas  en IA y ML dirigidas por 
humanos con un alto expertise en 

Ciberseguridad

Mitigación de Riesgos Reducción de Costos

Eficiencia en el Cumplimiento Optimización de la Operación

mAInGuard es una plataforma avanzada de ciberseguridad desarrollada por BSMART, diseñada para proporcionar protección integral y en tiempo 
real a las organizaciones frente a amenazas cada vez más sofisticadas.



5. Portafolio de Servicios
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S O L U C I O N E S  E N  C I B E R S E G U R I D A D

BSmart Portafolio de Servicios
Abordando aspectos criticos con soluciones innovadoras 

SIEM as a Service

Incident Response 
Service

Professional 
Services

Cloud Security 
Service

SOC as a Service

Managed Detection 
& Response

Servicios Administrados 

Nuestra plataforma MDR mAInGuard, de arquitectura
abierta, multitenant, robusta y altamente confiable, liderada
por humanos y potenciada por IA y ML, que de manera
autónoma busca, identifica y responde a amenazas. Con una
respuesta a incidentes ilimitada y un enfoque agnóstico en la
integración de soluciones orientado a la respuesta a ataques
cibernéticos inmediatos, complejos y cada vez mas
sofisticados.

Managed Detection & Response

Desde la evaluación holística de la postura de seguridad
hasta la provisión de recursos dedicados, nuestro
equipo ofrece una gama de servicios diseñados para
resolver desafíos específicos de ciberseguridad
incluyendo Cumplimiento Normativo, Análisis
de Vulnerabilidades (VAPT), Gap Assesment,
entre otros.

Professional Services
Aproveche las soluciones tecnológicas con IA y ML dirigidas
por humanos y un equipo dedicado de expertos que le
ayudarán a mitigar riesgos y prevenir futuras amenazas.
Manténgase un paso adelante mediante la obtención de
información, detección y contención de
amenazas y vulnerabilidades en toda su infraestructura de
TI.

Incident Response Service

Aproveche la experiencia de nuestros analistas de
seguridad, respuesta a incidentes,
cazadores de amenazas, investigadores,
expertos en dominios y expertos en DevSOC para
cumplir con todos los objetivos de ciberseguridad y
cumplimiento normativo con una Defensa
24/7/365 contra las amenazas más complejas..

SOC as a Service

SIEM as a Service
IoT and Cloud Security Service

Nuestro SIEM totalmente gestionado proporciona una
visibilidad de 360 grados con una combinación de
experiencia humana e IA/ML para detectar las
amenazas más sofisticadas y cumplir con todas las normativas
desde una única plataforma mAInGuard.

Implemente protección integral para todos sus activos
en la nube para un crecimiento ultrarrápido. Proteja
sus activos en la nube más valiosos con monitoreo y
protección de Datos, Aplicaciones y ecosistemas
monitoreando, detectando y con respuesta inmediata
en Cloud Workload / Runtime.



6. Comparativa de Impacto de 
nuestros servicios



C O M P A R A T I V A  D E  I M P A C T O  D E  B S M A R T

Protección de activos y ROI con BSmart
Mejoras significativas con nuestra implementación

Métrica Sin Con

Tiempo de detección 280 días <1 día

Costo por incidente (USD) $2.8M $0.4M

Tiempo de inactividad 21 días 2 días

Eficiencia operativa Base +40%

ROI en ciberseguridad -15% +200%
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V I S I B I L I D A D  D E L  I M P A C T O  A L  I N T E R I O R  D E  L A  O R G A N I Z A C I Ó N

Bsmart : Protegiendo tus resultados
Mejoras en el rendimiento Empresarial

Métricas Improvement

Incidentes anuales de ciberseguridad Disminuidos en un 45%

Tiempo promedio de respuesta a incidentes Reducido en un 60%

Riesgos de violaciones de cumplimiento Mitigados en un 55%

Productividad de los empleados Aumentada en un 30%

Índice de confianza del cliente Mejorado en un 40%

Tiempo de actividad operativa Mejorado en un 50%



7. Recapituland0



Ciberseguridad Reimaginada con una sola 
plataforma: 

Accesible, Eficiente y Adaptable

Simplificamos la complejidad, democratizamos la seguridad".
Nuestra misión es hacer accesible la ciberseguridad avanzada para todos los niveles 
empresariales, 100% agnóstica y sin comprometer la protección ni la calidad.

Protección 360º Multinube y On-Premise: 
Visibilidad total y monitoreo integral para cualquier infraestructura, con integración rápida 
y sin disrupciones.

Personalización Extrema con Precios Flexibles:
Soluciones ajustadas a cada necesidad, desde start-ups hasta multinacionales, con un 
modelo justo y escalable para maximizar el ROI.

Innovación Constante y Tecnología Predictiva

Next-Level Threat Detection y Proactive Hunting:  
No solo respuesta sino Predicción de amenazas, liderada por expertos y soportada por 
AI/ML, caza proactiva y monitoreo continuo de la Dark Web. Garantizando protección rápida 
frente amenazas avanzadas

Automatización Precisa con Inteligencia Humana: 
Respuesta instantánea combinando playbooks inteligentes  con la experiencia de expertos, 
para garantizar acciones rápidas y certeras.

Modelo “Plug & Play” Totalmente Gestionado:  
Implementación Rápida y Sin Fricciones: Nuestra plataforma mAInGuard se integra de 
forma ágil con cualquier infraestructura existente sin requerir cambios costosos o 
disrupciones en las operaciones​.

R ECAPITULANDO

Filosofía y Diferenciadores Clave



Soporte Global y Hiperescalable

SOC-as-a-Service Operado por Expertos Dedicados: Ampliamos tu
equipo con especialistas certificados disponibles 24/7, asegurando
protección continua y cumplimiento normativo global.

Visibilidad Centralizada y Compliance Automático: Paneles
simplificados para monitoreo en tiempo real y cumplimiento normativo
internacional sin esfuerzo. (ISO, GDPR, HIPAA, NIST, COBIT, PCI DSS)

Nuestra Fortaleza: Seguridad que Evoluciona 
Contigo

Defensa Adaptativa y Predictiva: Nos adelantamos a las tácticas 
avanzadas de los adversarios con el marco MITRE ATT&CK, y ofrecemos una 
solución holística que evoluciona con las amenazas.

Cultura Proactiva: Capacitación continua para empoderar a tu equipo y 
prepararlos ante cualquier desafío cibernético.

Plataforma Avanzada MDR/SIEM-as-a-Service : Tecnología de ultima 
generación para evolucionar con las Amenazas asegurando una defensa 
dinámica y adaptativa​.

R ECAPITULANDO

Ventajas Competitivas y Nuestra Fortaleza en el Mercado



R ECAPITULANDO

EXPERIENCIA Y PRINCIPALES CLIENTES

CLIENTE CONTRATO MONTO NOMBRE Y DATOS DE CONTACTO FECHAS

ORO VERDE ICT, S.A. DE C.V.

C-ORVE0304BS-2022

CIBERSEGURIDAD COMO SERVICIO 

ADMINISTRADO

$ 3,700,000.00
Noel Zacarias Santiago Cruz

nsantiago@oroverde.com.mx

3/mayo/2022

Al

27/sep/2023

LEANGO TECHNOLOGY S.A. DE C.V.

C-L/062023-007

CIBERSEGURIDAD COMO SERVICIO 

ADMINISTRADO

$ 1,044,000.00
Jorge Francisco Bautista
leangosacv@gmail.com

jbautista@leangotech.com.mx

6/jun/2023

Al

6/jun/2024

LEANGO TECHNOLOGY S.A. DE C.V.

C-L/062024-011

CIBERSEGURIDAD COMO SERVICIO 

ADMINISTRADO

$ 1,740,00.00

Jorge Francisco Bautista
leangosacv@gmail.com

jbautista@leangotech.com.mx

14/06/2024

Al

14/06/2025

mailto:nsantiago@oroverde.com.mx
mailto:leangosacv@gmail.com
mailto:jbautista@leangotech.com.mx
mailto:leangosacv@gmail.com
mailto:jbautista@leangotech.com.mx


R ECAPITULANDO

ORGANIGRAMA

Director General

Felipe Fernández 
Mercado

Director de 
Gobierno

Jorge Medina

Director de 
Administración

Ana M. Naranjo 

Director de 
Operaciones 

Cyberseguridad

Ramses López 



RECAPITULANDO

NUESTRAS COMPETENCIAS

Las competencias que definen a BSmart Technology son el amplio manejo de

softwares, conocimiento de procesos productivos, la capacidad de análisis de

datos, junto con una comunicación efectiva, trabajo en equipo, liderazgo,

resolución de conflictos, nuestra adaptabilidad, capacidad de aprender de

forma autónoma y búsqueda de la información, nos lleva a tener una

planificación estructurada y organizada para la mejor toma de decisiones y

gestión del tiempo.

Estas competencias laborales son importantes tanto para el éxito individual

como para el éxito de la empresa. Nos permiten al equipo realizar nuestro

trabajo de manera eficiente y alcanzar nuestras propias metas profesionales,

a la vez que contribuyen a la productividad, la innovación y el buen ambiente

laboral en la organización.



RECAPITULANDO

CERTIFICACIONES




